DOCU13186.md 11/29/2022

Document number Revision

GD13186 2

Highstage Server include guide for Windows Server
2019

[TOC]

Background

The following list includes features in windows 2019 that should be installed on the server VM before
installing Highstage.

Procedure

**1) ** Go to Server Manager and click Manage> Add Roles and Features.

2) Click Next from the "Before You Begin window to begin adding roles, services and feature.
3) Select 'Role-based or feature-based installation' and click Next.

4) Select the appropriate computer from the 'Server Pool' and click Next.

Server Roles

[z Add Roles and Features Wizard — O X
) DESTINATION SERVER
Select server roles HSC-ACTGLOBAL

Select one or more roles to install on the selected server.

Roles Description
[ Active Directory Certificate Services Web Server (IIS) provides a reliable,
Active Directory Domain Services manageable, and scalable Web

[] Active Directory Federation Services application infrastructure.

[] Active Directory Lightweight Directory Services
[] Active Directory Rights Management Services
[[] Device Health Attestation

[C] DHCP Server

[C] DNS Server

[] Fax Server

[w] File and Storage Services (1 of 12 installed)
[] Host Guardian Service

[] Hyper-v

] Network Controller

[C] Network Policy and Access Services

[] Print and Document Services

[] Remote Access

[C] Remote Desktop Services

[ Volume Activation Services

leb Server (lIS]

[] Windows Deployment Services

Confirmatio

| < Previous | I Next > nsta

5) In the "Server Roles window, add the following Roles:

e Web Server (lIS)
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6) Click Next.

Notice!
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If the 'Web Server (1IS)' can be expanded, please follow the steps in Section: Role Services. Similarly, the

Server Role 'Active Directory Domain Services(Installed)' should be installed if you want the computer

to be a 'Domain controller":

Roles

[] Active Directoﬁ Certificate Services

Fil

Lalctive Directory Domain Senaces (Installed

[] Active Directory Federation Services

[] Active Directory Lightweight Directory Services

Features

[z Add Roles and Features Wizard

Select features

Before You Begin

Installation Type Features

S r Selection
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I .NET Framework 3.5 Features
r Roles I [m] NET Framework 4.7 Features (2 of 7 installed)

O X

DESTINATION SERVER

Select one or more features to install on the selected server.

Description

HSC-ACTGLOBAL

Windows Search Service provides

fast file searches on a server from
clients that are compatible with
Windows Search Service. Windows

I [] Background Intelligent Transfer Service (BITS)
| BitLocker Drive Encryption (Installed)

AD DS
Web Server Role (11S)
Role Services

Confirmation

[ BitLocker Network Unlock

[] BranchCache

[] Client for NFS

[] Containers

[[] Data Center Bridging

[] Direct Play

+| Enhanced Storage (Installed)

[] Failover Clustering

Group Policy Management

[] Host Guardian Hyper-V Support
] 170 Quality of Service

[] 1S Hostable Web Core

[] Internet Printing Client

[] 1P Address Management (IPAM) Server
[ iSNS Server service

Search Service is intended for

desktop search or small file server
scenarios, and not for enterprise

scenarios.

I < Previous | I Next >

Install Cancel

7) In the 'Features' window, add the following features:

¢ NET Framework 3.5
* _NET Framework 4.5 (or higher)
e \WebDAV Redirector

8) Click Next.

Role Services
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[z Add Roles and Features Wizard

Select role services

Select the role services to install for Web Server (IIS)
Role services

4 Web Server
a Common HTTP Features
Default Document
Directory Browsing
HTTP Errors
Static Content
. o HTTP Redirection
[] WebDAV Publishing
P 4 Health and Diagnostics
Confirmation HTTP Logging
[] Custom Logging
[] Logging Tools
[] ODBC Logging
[] Request Monitor
[] Tracing
4 Performance
Static Content Compression
[] Dynamic Content Compression
4 [V] Security

DESTINATION SERVER
HSC-ACTGLOBAL

Description

Application Development provides
infrastructure for developing and
hosting Web applications. Use these
features to create Web content or
extend the functionality of IIS. These
technologies typically provide a way
to perform dynamic operations that
result in the creation of HTML
output, which IIS then sends to fulfill
client requests.

I < Previous | I Next > | Install

9) In the 'Role Services' window below "Web Server'>'Security', add the following Role services:

® Basic authentication
* Digest Authentication
* Windows Authentication

* Application development (Including all underlying .NET and .ASP)

9) Click Next.

Confirmation
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10) Enable 'Restart the destination server automatically if required' and click Yes in the dialogue window.

11) Click Install.

@ Highstage
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